**Topic:         OAuth B2C: Business 2 client:**

**Netflix Application**:

Users list:

1.Surya

2.sai

3.vinay

4.vamsi

5.Hayagreev

Services list:

1. Login
2. Members
3. Account type:   Basic

                                    standard

                                     Premium

1. Manage devices
2. Logout

**Service 1**: login service access -à 5 Members

**Service 2**: member service access-à 5members

**Service 3**: account (Based on user requirement)

Premium: Surya

Standard: Sai, Vamsi

Basic         : Vinay, Hayagreev

 Premium service end point: (Sai, Vinay) is not applicable to get a benefits of premium account services.

standard service end point: (Vinay, Hayagreev) is not applicable to get a benefits of Standard account services.

**Service 4**: Manage device service

By using this service premium account holder can able to give the access to other service end point users

**Service 5**: Logout service access to 5members

Login is a independent service and other 4 is a inter dependent services here.

Login service act like a parent service it provides the access to the other interdependent services.

APIM Services:

* APIM stands for application programming interface management.
* We should allow the users to communicate with system and also to take the response back so for that we are maintaining API management services.
* Azure API management is made up of an API gateway, a management plan and a developer portal.
* While installing the APIM we are creating the subnet.
* We have to allocate the network security group while installing the APIM.